………..............................

**Upoważnienie do przetwarzania danych osobowych w Uniwersytecie Jagiellońskim**

**wraz z oświadczeniem upoważnionego**

…....................................................................................... ~~jako Administrator Danych~~ / w imieniu Administratora Danych \*, w dniu .............................................. nadaje upoważnienie do przetwarzania danych osobowych w Uniwersytecie Jagiellońskim w ramach …………………….. (*jednostka UJ*) dla:

imię i nazwisko: .......................................................

stanowisko służbowe/funkcja: Kierownik Projektu pt. „…………………………………”

Upoważniony Kierownik Projektu otrzymuje dostęp do danych przetwarzanych w Uniwersytecie Jagiellońskim w ramach projektu pt. „………………………………………..” finansowanego ze środków …………….……..…… nr decyzji/nr umowy o dofinansowanie\* ………………………...., w tym do elementów PSP: ……………............………

do poniższych zasobów danych osobowych w celu ich przetwarzania:

1. rodzaj i zakres danych osobowych:
* Dane pracownicze kadrowe: TAK/NIE \*
* Dane pracownicze płacowe: TAK/NIE \*
* Dane pracownicze socjalne: TAK/NIE \*
* Studenci: TAK/NIE\*
* Doktoranci: TAK/NIE \*
* Kandydaci na studia: TAK/NIE \*
* Absolwenci: TAK/NIE \*
* Czytelnicy bibliotek: TAK/NIE \*
* Inne (wymienić jakie):
* Wszelkie dane osobowe przetwarzane w ramach projektu pt. „…………………” finansowanego ze środków ………………………...……..…… nr decyzji/nr umowy o dofinansowanie\* ………………….………...., w ramach SAP, wszelkich programów do obsługi projektów oraz systemu EZD
* …………………………………………..
1. miejsce przetwarzania danych osobowych:
* Systemy informatyczne: TAK/~~NIE~~ \*
* Dokumenty w wersji papierowej: TAK/~~NIE~~ \*
* Inne (wymienić jakie):……………………………………………..
1. Upoważnienie obowiązuje w okresie od dnia ……………. do dnia zakończenia pełnienia funkcji Kierownika Projektu pt. „……….”, tj. do upływu okresu realizacji projektu oraz czasu weryfikacji i rozliczenia projektu przez instytucję finansującą po jego zakończeniu i jeśli dotyczy – okres utrzymania jego efektów.
	1. Ja niżej podpisany(-a) oświadczam, że zapoznałem(-am) się z przepisami rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz zasad obowiązujących w Uniwersytecie Jagiellońskim w zakresie ochrony danych osobowych, tj. w szczególności zarządzenia nr 38 Rektora UJ z 30 maja 2018 roku, i zobowiązuję się do ich przestrzegania.
	2. Zobowiązuję się do zapewnienia ochrony przetwarzanych danych osobowych w UJ.
	3. Zobowiązuję się do zachowania poufności treści przetwarzanych danych osobowych oraz sposobów ich zabezpieczenia, a także zgłaszania faktu naruszenia bądź zagrożenia zabezpieczeń danych osobowych.
	4. Zobowiązuję się do przestrzegania następujących zasad związanych z użytkowaniem systemu informatycznego Uniwersytetu Jagiellońskiego:
2. nie będę umieszczać powierzonego identyfikatora i hasła w miejscu widocznym dla osób nieupoważnionych;
3. nie będę pracować w systemie na koncie innego użytkownika i nie udostępnię przydzielonego osobistego identyfikatora i hasła innym użytkownikom ani osobom nieupoważnionym;
4. w przypadku wystąpienia nieprawidłowości w mechanizmie uwierzytelniania („logowania się” w systemie), niezwłocznie powiadomię o nich Specjalistę ds. ochrony danych;
5. zobowiązuję się do ochrony wprowadzanych danych przez zabezpieczenie (odpowiednie ustawienie lub filtr prywatyzujący) ekranu monitora przed wzrokiem nieupoważnionych osób;
6. po zakończeniu pracy w systemie zobowiązuję się do wylogowania się z systemu;
7. w przypadku awarii, zagubienia hasła lub innych nieprzewidzianych sytuacji zagrażających bezpieczeństwu danych, niezwłocznie powiadomię o tym specjalistę ds. ochrony danych;
8. zobowiązuję się także nie ujawniać oraz nie wykorzystywać informacji związanych z przetwarzanymi danymi osobowymi oraz innymi danymi znajdującymi się w systemie, z którymi zapoznałam(em) się w związku z wykonywaną pracą oraz zachować w tajemnicy sposoby zabezpieczenia tych danych.

Oświadczam, że zostałem(-am) poinformowany(-a) o odpowiedzialności cywilnej na podstawie przepisów RODO i przepisów Kodeksu cywilnego oraz o odpowiedzialności karnej na podstawie art. 107 ustawy z dnia 10 maja 2018 r. o ochronie danych osobowych.

Upoważniony

……………………………………………………………

~~Administrator Danych~~

Z-ca Specjalisty/Specjalista ds. ochrony danych

……………………………………………………………..

\* niepotrzebne skreślić